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Federal Virtual Training Environment

FedVTE
Online, on-demand access to ~125K Federal IT Security users!

> 800 hours of role-based training > 75 hands-on virtual labs

Application, content, and instructor support by Carnegie 

Mellon University/Software Engineering Institute

Hosting/Help desk:

Department of State - Foreign Service Institute
… and Fully Funded!



Federal Cybersecurity Training Exercises 

(FedCTE)

Interactive, Experiential Training Events
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Federal Virtual Worlds Consortium

(vGov )
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Secure Software Activities

University of Detroit-Mercy:DoD/NSA Research 
Grant 
 Target Audience:  IS/CS/SW Engineering faculty, graduate 

& undergraduate software development courses

 Develop/Disseminate knowledge to ensure the safety and 

security of U.S. business software

Education in Secure Software Summit, Sept-Oct 
2010
 NSF funded

 Organized/Conducted by Dr. Diana Burley/GWU and Dr. 

Matt Bishop/Univ. of California-Davis


